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1. THE NIST RMF PROCESS
1.1. Overview

Security issues often come from oversight or negligence on the developers’ side. In order to prevent this to a large
extent, one could follow a comprehensive process that tries to make sure that all the boxes are checked with regard to
security, before deploying a product out into the world. The NIST RMF is such a process, in which an organization
decides the level of security risk it can tolerate, and applies protections accordingly. It prescribes the following steps:

1.1.1. Prepare

The “Prepare” step, which was newly added to the RMF in 2018, involves properly organizing the team to deal with
information security, and also clearly establishing the level of risk tolerance required. We identify the different kinds
of information processed, and decide what level of security each type of information entails, based on the priorities of
the organization.

1.1.2. Categorize

We examine of the information we identified in the Prepare step. We determine the worst-case impact that a
malicious actor could have on the system if they managed to compromise the confidentiality, integrity, or availability
of all these kinds of information.

1.1.3. Select

Once we are done with categorization, we can select appropriate controls to protect the information, and tailor them
according to our needs. We plan out how we will implement and follow-up on them. We also create a strategy for
continuously monitoring the system after the controls have been deployed.

1.1.4. Implement
After selecting appropriate controls, we implement them in our system and document it.
1.1.5. Assess

A team, ideally independent of the one that implemented the controls, is selected to determine whether the controls
are functional and meet the privacy requirements of the system. Any extra privacy concerns are also documented, and
plans are made to remedy them over time.

1.1.6. Awuthorize

An authorizing official considers the assessments and plans made, and determine whether they are acceptable to the
organization.

1.1.7. Monitor

We continuously monitor the deployed controls based on the strategy decided in the Select step, in order to make
sure that our controls stay functional, and no new risk factors have come up.

1.2. Identified Threat Concept

The hypothetical use-case for our bot is as a delivery robot within our institute. People could request the bot’s
services using an app, place a package inside, and ask for it to be delivered to a location within the campus. Once
that location is reached, the intended recipient could command the bot to open up, and retrieve the package.

1.3. How the team applies the RMF

As we are team of 30 college students as opposed to a large organization, we have focused more on categorizing
threats and implementations of controls, than documenting organizational risk tolerance standards.

We first came up with an architecture to implement our sevice, with information security in mind. We use two
different information systems — one is the NUC, and the other is the server which co-ordinates delivery requests. The
NUC only takes commands from the server and gives location telemetry, and has no knowledge of the user data or
delivery requests.

Next, we identified the kinds of information that we need to process.




2. APPLYING THE RMF
2.1. Prepare

This is the information that we need to process in order for our service to work properly:
1. Data that users provide us to register for the service (stored on the server)

e Name
e Roll number
e E-mail address

e Password used for Registration
2. Data that users provide us while using the service (stored on the server)

e Pick-up location
e Delivery location

e Recipient details
3. Telemetry data sent from the bot to the server
e Location
4. Commands sent from the server to the bot
5. Data stored on the bot required for it to function (stored on the bot)

e Source code
o GPG keys

6. Debugging information and commands (between the bot and developers in the team)

e Sensor data
e Tele-operation commands
e Remote e-stop

7. Delivery tokens for opening the bot to access delivery contents (sent to the intended recipient when the bot
reaches its destination)



2.2. Categorize

Kind of Informa-
tion

Confidentiality

Integrity

Availability

Description of threat

User profile data

High

High

Low

Malicious actors might try
to harvest user information
that they may later use for
spamming or identity theft.

Usage data

High

Low

Low

We do not want to leak user
location or delivery details
as these are highly sensitive.

Bot-location-
telemetry

None

Moderate

Moderate

We want users to know of
the bot location only when it
is currently performing a de-
livery for them, or it is close
to their location.

Bot commands

Low

High

Moderate

We do not want malicious
actors to be able to send
rogue commands to the bot,
as they may be able to take
control over it.

Bot credentials and
code

High

High

High

Access to passphrases used
to control the bot would re-
sult in a complete takeover
of the service.

Debugging
information

Low

High

Moderate

Debug access to the bot can
also let anyone take full con-
trol over it by tele-operating
it.

Delivery tokens

High

Moderate

Moderate

We do not want unautho-
rized people to access others’
packages




2.3. Select, Implement

Based on the impact that a particular kind of information has on our system, the NIST RMF recommends that we
select a particular set of controls. We then tailor each control to our specific needs.

We have selected controls based on our judgement of which ones would be the most appropriate, while also considering
their demonstrability.

2.3.1.

AC-1 (Access Control Policy and Procedures)

Controls that we have implemented

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

Only current team members
are allowed to access the
code on our system. Once
someone leaves the team,
their public keys are re-
moved from the git reposito-
ries and computers used.

Observe that
~/.ssh/authorized_keys
file on the NUC only have

team  members’  public
keys.  Also observe that
the GitHub repositories

have only team members in
them.

Bot credentials and code,
debug information

Malicious actors with access
to ex-members’ accounts

Only people from within the
institute are authorized to
request deliveries.

Observe that the server re-
quires you to specify an in-
stitute e-mail ID when you

User details, bot commands

Spammers from outside the
institute trying to DoS the
service by registering rogue

accounts

register.

& iTerm2 Shell Edit
° bolt@abhiyaan-m:

§<h—a sa AAAAB3NzaClyc2EAAAADAQABAAABAQDGKVTLY8Z+/1i1qbnITqiTd5qaXKTEVIhJA8cCrXMpGjULTELT7Bw+XEOOUNNbtywoyj4fxCQnQiopzAESUo/RucAylegzZbkfydXbm9A30aT/Nt/ELK85Cy6
r13k80Wv2BR+eXbarVmdDRwWwEAFqfzcrYOQZHTu7/xao+QkeGBVYVvEIaM/cxNorZ0aulgGBFFO2b4Dz/TP/gx1Hr4FagmELTC7bbyFOpLT+Mk63HDqS7POUe2r/gC/FlqiSsn3yu2iulFBmL7aWReOk2UwE
94katDZxPaS4X+VD6DNaDmut/eu+Mol rhKXpFe+r0OrNQsg/qD4VAOWWGNO3r/kJR Abhiyaan CU_Saiharan
h-rsa AAAAB3NZzaClyc2EAAAADAQABAAABAQDPERI8yqJeDakzURhgQR1CtTeBH7IV/me3]S2v5Vc zKHKOC rh3ggwhOEPj c/UnIjgy] JtE
edjctdhad®2T7mjMaYKrjlsmuN61e2p00szA+YMi9vItKoykqvP3hDralDyTXUPXWs1q5+7B4tUZzV8i9/r9ud9/cNZNroLlmYsywGPIDV06e48yz
HAEh99JAUSOtLZzXBSKPosZvvj LkvGAg2KhRrE4f5HdgcvNbn@YeHTs5076M51yDd ssh key for aahana
ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAABAQCTpwmKjRXEMnUBhKgQn/ihENuf1tpIXCQbZn5bx4WU/305IAIZjLc5F1hj1VIwleDgo5woCMkdQNT18B19HTNAAYaMcRUhBOY94tnjg830tX+8NurqgJoCGDE
tAdX4To858g0RkWaS18KdLo+w/2MgotpM36e0pyldXZd+EIC70c75+ecoQ2ymV f50wPKXt70Iwel/y54YazgZCDduj tn3u77+HaP3zzV65hew05 xkgcuVLWKdGIIHEhd5gaToW5uXX6d0ye9QvYoi+ZxZ4f
dvexHae0jql2Y010eRLHH1ZBgq8dcZaZat LD+NjvxgH2+UEUStbu4xtPVIWUCHfZ Lalit CU key
ssh a AAAAB3NzaClyc2EAAAADAQABAAACAQDRO/OZ0] cyzhHHFjEcss5gla/jd3GSdXEzwfaAgNvIX4+IkmMxwQ6D3ZjK5NM] 9+LvBzZfkMUUo7Uix7b+AWUiFddQF//swCOponLd7syPLw3RIuJr5Fd
HSajVivhFgHduxxhDGsuYdIVaxB3NZgIFo5pDi9senGXdD6Ic4a+MMyWIrPUMGiDp4ht jek0z f3U/45H2LWW+b/I124nB6pRkw] 1AQrEDSbWHKK4V27Udu+s1j tHaM1x0+Ix8ziPsegbmbH7Lbco5E6IVQTY
Tk+6DPK] zs LJPpA/X9gnngQ2bV3pA04AeD tNI815aUgNT8kn60rVuigjO4TEUE Yy t5ia+Gs ifx+c/Mr6edmsYG7++NgCifwpozs1Pk7eBIvIm1kGdgDGHPi4TL4ALCOySe6qelXEKTK/ntGnacheFioDwCOGOF
pe0YFxqp5WGymsxDOth7cuYN+cGlyDBgLSIbPE+ONA® tOBimKdvLoycQlT7wX+G1S6iiirWZHwHIyTC+t9ewnrS6JSA+pm5oyUzZbm914tKLrDcoInIRLY7gs5sBjLnol rDAmabSRKPIH36s50IshPVPSFLF+yP
JfI+hjL30Q+7YVaBWbOsInj7AmjdUcApoPPHomQ5YopIQcnuS3piljxpObD+Wd7 LdHrRVajIT9AX+bsKt++KSiMdo2 aayushagrawal@MacBook-Pro.local
ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAACAQDD20pBgs6TK1naPQIXHQNEWESHS5LpWsLVIAQi36Pp830ZB1+kx1BB2/bP7ZqTgegCoN6DUYE2ey4Z+HNn5 t+4EATFNix3rh1Taj1SIMcZHdIMXOjpLTIuXVCA
nfMEDZWCnw]yjO71nZeQvb5CE6qWKOuUpYXYshxLm6Mgal2/dADVHy3cOaunIG1KdIRUIhupxKcbPF j 16Fa6WELOVYAp/ITaP jNmEcsaf6j INiNNau+KiIwHpOa0aE8xq3416fg784 1KMKWhcXnBSbRhHO/ cCTx
xkd4s4RYw8mPUMbWiG32miskMZNzZNZmX9x2n448AqW1BBpG2gzEdcofpINFK/CjayjdbbVBt/oUEHCIML FZbeAw+gXUpYiEKP8PWHjYFWMplp2RQJ yKyPVFacC08pDUtoR8qmhQIVii8CdEZBbSO86Y5FVd
JXoEaLoccOWCkUZBiWj xqMnxIWRERm17s+e7plkv32d8ofeSTtAzUpmSNCIBZXNKIK ] 1+zZ9XE+nz0orad/dBp3eB2s TXOORTKHY thi1+fYXm+9Sek+9zmjQI5MheUfOBEARKVP7gOI+XWTYX146GajeCpq2fs
s1gZ+AnPFkmnVSLEN8RVELYUaaoCDAk] r3P1fvP9ochm+q0+/6iSZ19/p/NVsz/1]tPTm+Bd8FITbhgx5QYboW+Ge
ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAABQQDIEtiQFOMh1ZTMTepglapVh9BnEmdh8XsFBvgqlVbabrDFIb+IWUCjpcglh SWJST/NquyemDLolP“/]A‘(Gt(PIhbaPFp/“ngEvaTZJH(IIvgHDw7n
tY5Li2gI2WIu7 reL7EnatpQ7y0tSBwy9agiTDF8TPI8LZ6DGIRKE fb+kQXg1nxBIDWPcNIW/hMeo2X+wbpRocsL45ML4QUIrNr3iuPIRiOb1zUex rp7 i9NtUWZGXLb29ZDYUXc2tnjWQvGIio0qPOET/dCYFLO
4PdHO7LPN0399+csgzzIqdKv2LIEVLBKK14X0pHLbT2I+1X7KBPFQUKbI61eWiWgaztMd8hYYva549qqGxHedILFy9X7bgcXijVz2Gv617a28Y 1SALSHUU] vwxT6bXzBRTYMEMDLYAGECLFhVoIkDjyG8GtCy/
gXMCsgz2VIgdgywzWOsusRjRnzn/6dhtMIONF/D9fIgAQGjh3hTw2IihEYSMIW5DCcK9/ULY3CDSmc= suraj@ubuntu2@
ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAABGQDCFDQf/W4Gy6ytzLnbzbfLPWB42e6t8r1+PICkhHfneauRZ42An05QgUj4jP3EerND59jdcUbscyl8CpdLzYkfZTg3mZxv0A/YEIqk+XIRvAa+LR6Tj6pelT
MdwpwqEZ8+GZp053y0/HAXjPCI1SR8froe3pdMQlUzedl11+gS3J rNuAemSCeGuBgy/CFNzXgEFt5YW7Diupuo6x2Z0GOXMADQfzzTiwD+GK3Vv1tNVsOHtNO3IK7B/0qGW446mErAWsW rwfScZPA7Xpxp00z T
ZdQV4 fm29ANNCcK5bER44eCh7 rMGzmpGVY yMDZS5FTyC5xamK7Me j pvwrHdcLZ3T+ESRWBxX/JWZE7AFETYi4D1oozFYigMvcsB0Pbxepn0OB+bi97+AF6KeitKGMghP2gl9pCZx+0C4HHt277X0Y94rn8gQjSyiE
sLYNI 1gBypTglNrpGTOBshG7IX/LQArSu7Y11dAj1i0d06I8]sd/pbbcoldiAkGnT7LhzGBy jWk= abhiyaan2@encoder -RPi
ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAACAQDXR/G4BupMhyR5/xLk+MpUwfHM11iz6x4RqFELFV5aR0Z1Panz/pZ0Ku9sN4CEr0zQH28kI44pMuAkxiFtuwV CYgWyLRyehBUPJIKC/ ragSjiwgk/mjS9az70w
/C0InHSe7LU6215hRkjBK7InU1HrBKm8hzYFIEWTvCFhEueCHMoSeE1m8D1H8KPTCNAPYpWIWHPPIpL+8dxCpg2Lzc1KXfgMkk61yce fboscmAAqLY1gqQs FzUFFrkxpCOMZCNUKCBfkapLcrowF4P/6gox7pk
2qCrl+sDTGZ0PBVOynEUzmh30KngiKXLlL/CjbVI2Bma2uBEvr47/VITz59¢7qil+Uqwk8W3En8Li3UtOBCBXEI4/9s8eWPqlgkn]Lws3kIxvpwyzEsF21V8m2IpHT30VXIWhjZLDOVb4g6X7hNXzJRwIhObGGz
3u5TGgHPuU4gr277N7eAI/Vhdu2ReDIiV0zeP3E183w/ fv/0AnxaAHIOINhvILI 21hXGF 181lwHo+1Ds fIHDOF4NmUO0YZJ10QEYNFINiE1AZITqWgkbjipuJRyGOpm2W5qYohDKtuFqaBqP7iA4v7K6110/9
8FhEIT6tzcpBdPs48UI/bmsgIKCe2NcytvNfYZaSn3rQkZEoWSxeZ275XrW7kRBj310TAM]0Z]ja+aNsKEuBemttn+ suneets2000@gmail. com
ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAABAQC2FCh1Z1XPEgaxqxGTxmlVdXhCLXbkCAKZUZaKPggwBOW81iaKYyDIVPRLLTTg+/qdy LKrXWj 8wUBTz1ay7DgNvS rFvUOve75YLaxEnlqoAxn78XIMMgeWBPo
PHUF00+kgdwgYEp260H 5+XtWKUAE3HrD+g8j FOEGNEQBX3AsFt8T4tRK+rGnsQ08QSBB3ZM3M+yrTohc/ccMoVWa/ptglzVIvVBla2wolEGWNh8q+XQ6 rcvpHO67Tz+zqHXZLXRLInzmUxXF f+M2ypQKk7F
Xs+N1E9iDaPNGqrole0+3wj6mLFFcrlkLQ4uB3sYDBwTpL+QqZ6ELAD8bYHANMN CU Aayush
ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAABYQC3GM]L1Kqj1/X82ds9HgAqS8ECEDSOWCT+W+QE6G1Y TXXsQzWyNLMLPUbQbix9bDOW92¢f/u+rZcPOsBhb7u2QfBQRD70hHKT2plab@C8hUPZcsNN1RyFsU
OHB6ps FEWTIK2k51x5eial OFYWRTLFgS2Um30K64n5xGLrz81UfGufsa564V¥3nP30L7pGFB6T/s17+TyTmYrN29GvxZGOPm840IzWZNbrej95HVBYd1313BPpOQ985RKFhxC65nVax5XZnNXoORBF4yzGpkfSy
whiconPI/izvLwRQvaD4v]SKqKUDRScw4TpIpmlsRgby rrp7Ff3HEgzXGCbfbLY FkuMCF/TIDm+syl3IT1sieg2Tw7v]ztHmK+87]gWocBTaaS7xYqEHYGErH56gXHqWlaYPIQID7W] zJxMdehM2VwfIDcVbg+i
/eBFwoxKeg7+0F85yZNUPM748QF6hR3XE j Tagw! hPAme;/aJXrZP/g75R!PquaJ’eD«‘Lh/PvIpG- sukriti@sukriti-IdeaPad-Gaming-3-15IMHO5
ssh-rsa AAAAB3NzaClyc2EAAAA ABAAABgQC] Y6b7mb jHEHOS 3TVWIYEPX! ari/7NKKHgKANsaSakWn8Ybo9dBJGo3dDCWgX0mdhX5MHCc7g3vMGIMpBY 22X/ VH5QPBT/ cUhor0/
sh/authorized keys

Toolbelt

OR&E a@

vim ~J.sshjauthorized_keys

View Session Scripts Profiles Window Help E = 2 @ Tue 16 May 4:54 AM

6bMIPKZISh kHX,
DxyJ5/kaARLo rml

tJB75HBXZAFe7c62s6WI9MFFE
geXWV3 fxdDpGO88oLEsGskRPay

308QAES Y@

898

Figure 1. Public keys of team members in /.ssh/authorizedkeys
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Figure 2. Only current team members have access to Github repositories

AC-2 (Account Management)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

Only team leads’ accounts
have ‘root‘ access on the
NUC.

Observe that only the team
leads are in the ‘sudo‘ group.

Bot credentials and code

Malicious actors with access
to team members’ accounts

A separate www-data user is
used for running deployed
code. This user does not
have read access to the
source code, and has heavily
curtailed permissions. (SC-
2)

Log in as www-data and ob-
serve that this user cannot
open extra ports, read files,
etc.

Bot credentials and code,
debugging information

Someone with code execu-
tion access on the NUC now
requires privilege escalation
to do serious damage.




Activities

lpadmin:x:120:
Ixd:x:131:

sambashare:x:132:
docker:x:998:

B3 Terminal =

@abhiyaan-msi ~ %
[sudo] password for bolt:
@abhiyaan-msi ~ %
adm:x:4:syslog,

,suraj

,suraj

,suraj
,suraj
:X:1000:suraj

,suraj
,suraj
@abhiyaan-msi ~ %

group |

Tue May 16 05:47:13 ®

bolt@abhiyaan-msk: ~

-aG sudo bolt

bolt

Figure 3. bolt & suraj: user accounts of team leads having sudo access

AC-4 (Information Flow Enforcement)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

The bot refuses to con-
nect to the server unless
the connection is served over
HTTPS.

We could temporarily switch
the server to HT'TP, and ob-
serve that the bot goes of-
fline. Starting it as HTTPS
makes it work again.

Bot commands, telemetry

Man-in-the-middle attacks

All unused networking ports
are blocked on the NUC.

Try to run netcat as
www-data on a blocked port,
and observe that we are not
allowed to do so.

Debug information, bot cre-
dentials and code

Hackers cannot run a shell.

The www-data account on
the NUC is only allowed to
access a pre-determined set
of IP addresses. Any packets
going elsewhere are filtered
out and logged.

Try pinging an unauthorized
IP address as www-data and
observe that it fails.

Debug information, bot cre-
dentials and code

Hackers cannot send pay-
loads to the NUC.




AC-7 (Unsuccessful Logon Attempts)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

Users are timed out of logins
on the server after five failed
attempts.

Perform five failed attempts
and observe that we are
locked out temporarily.

User data, usage

Hackers cannot easily
brute-force the user account
passwords.

AC-12 (Session Termination)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

All logins to the NUC time
out after five minutes of
inactivity.

Open ~/.bashrc and ob-
serve that the environment
variable TMOUT is set to 300.
Change this to 5 to demon-
strate how it works for a
timeout of 5 seconds.

Bot credentials and code,
debug information

Minimizes the risk of some-
one catching one of the team
members’ laptops unlocked
and accessing the NUC from
there.

AC-17 (Remote Access)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

We only allow access to SSH
using public keys of suffi-
cient length.

Observe that trying to SSH
into any account on the
NUC using a password al-
ways fails. Also observe that
the authorized_keys on the
NUC have sufficiently large
keys.

Bot credentials and code,
debug information

Hackers cannot access the
NUC remotely by guessing
passwords.

U’BlNJ an-IWPEPml?;»eTplL

LwA WiBEp _qvwmfp

2d8ofeST

s1gZ+AnPFkmnVSLEn8RVGLYUaaoCDAkjr3PLfvPSochm+q0+/GiSZ

Figure 4. RSA 2048 bit asymmetric public encryption key
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AC-18 (Wireless Access)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

The on-board router em-
ploys WPA2 PSK encryp-
tion, and uses a strong pass-
word, and the SSID is not
broadcast.

Observe that encryption is
enabled for the WiFi net-
work, and that we need to
manually enter the SSID to
connect to it.

Bot credentials and code,
telemetry  data, debug
information

Hackers cannot bruteforce
the WiFi password, or per-
form evil twin attacks.

The administrator page of
the router uses a different
passphrase than the net-
work. (AC-18(4))

Observe that the WiF1i pass-
word (copy/pasted from a
password manager) does not
work on the router adminis-
tration page.

Bot credentials and code,
telemetry  data, debug
information

Hackers with access to the
WiFi network cannot change
any settings.

& Chrome

File Edit View History

X ) 47 TL-WR845N X 4+

“
@

(& e | 192.168.1.1

Chapter 16.pdf Unemployment rat...

Bookmarks

@ TeamHome @ TeamHome & Opening Jupyter..

Profiles Tab Window Help

36080

O a @ v

> Maximum Likeliho...

3 (=)

Support  App

Figure 5. Router Administration page password(For Illustrative purposes only)
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Implementation

Demonstration Strategy

Information Protected

Threat mitigated

Only machines with autho-
rized MAC addresses are al-
lowed to connect to the net-
work. (AC-18(1))

Observe that a phone with
the wireless credentials can-
not log in to the network,
while a laptop with an au-
thorized MAC address can.

Bot credentials and code,
telemetry  data, debug
information

Hackers cannot access the
network unless they know
team members’ MAC ad-
dresses as well.

Authenticated communica-
tion between Tiva and NUC
is established.

On connecting a rogue
TIVA, the NUC throws an
error and does not interact

further with the TIVA.

Debug information

Hackers with physical ac-
cess cannot easily replace
the TIVA.

TIA-5 (Authenticator Management)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

All users are required to set
strong passwords while sign-
ing up on the server.

The server refuses to create
an account if the password is
too weak.

User data

Hackers cannot bruteforce
their way into user accounts.

The team lead saves pass-
words and encryption keys
in a password manager
encrypted using a strong
password.

Unlock the password man-
ager and show the list of
passwords saved.

User data, bot credentials
and code

By not storing encryption
keys in plaintext, we can
prevent people with physical
acceess to machines from de-
crypting data.

TIA-9 (Service Idenfication and Authentication)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

TLS is used to verify the au-
thenticity of the server, and
the NUC refuses to connect
unless the server is served
over HTTPS. (AC-4(4))

Notice that the server
uses HTTPS, and redi-
rects HTTP connections to
HTTPS. Also notice that if
we turn off HTTPS on the
server, the NUC throws an
error.

Bot telemetry, user data,

bot commands

Man-in-the-middle attacks
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SC-8 (Transmission Confidentiality and Integrity)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

User passwords are salted
and hashed before they are
stored.

Create a new dummy ac-
count and observe that the
database entry is salted and
hashed.

User data

Someone with access to the
database cannot know user
passwords.

SC-13 (Cryptographic Protection)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

User data on the server is
encrypted.

Observe the database con-
trols to verify that encryp-
tion is enabled.

User data, usage details

A rogue actor on the
server cannot view the user
database unless they have
encryption keys.

SC-41 (Port and I/O Device Access)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

Unused I/O ports on the
NUC are disabled.

Plug in a microcontroller
into a disabled port, and ob-
serve that it does not get
detected.

Bot credentials and code,
debug information

Rogue live USBs cannot be
booted into.

SI-5 (Security Alerts, Advisories, and Directives)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

If the bot is idling and it
detects that its GPS loca-
tion has shifted far enough
from its starting position,
the team lead is alerted.

Push the bot away from its
location for a sufficient dis-
tance, and notice that the
team lead gets notified.

Miscellaneous

Someone cannot physically
steal the vehicle without
alerting the team lead.
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SI-14 (Non-Persistence)

Implementation Demonstration Strategy | Information Protected Threat mitigated

The NUC uses non- | Observe that a file created | Bot =~ commands, debug | Someone with RCE on the

persistent storage for | in one boot does not appear | information NUC cannot make persis-
every partition accessible by | once you reboot. tent changes to it.
www-data.

SI-16 (Memory Protection)

Implementation Demonstration Strategy | Information Protected Threat mitigated
The NX bit is enabled in the | Run dmesg | grep | Bot credentials and code, | Arbitrary shellcode cannot
NUC. ’Executable Disable’ debug information, bot | be executed on the NUC.

and observe that protection | commands
is active. This means that
NX is enabled.

Activities EJ Terminal ~ Tue May 1 0
=1 bolt@abhiyaan-ms: ~

@abhiyaan-msi ~ % -ml nx /proc/cpuinfo
flags : fpu vme de pse tsc msr pae mce cx8 apic sep mtrr pge mca cmov pat pse36 clflush dts acpi mmx fxsr sse sse2 ss ht tm pbe syscall pdpeigb r
dtscp 1m constant_tsc art arch_perfmon pebs bts rep_good nopl xtopology nonstop_tsc cpuid aperfmperf tsc_known_freq pni pclmulqdq dtes64 monitor ds_cpl vmx sm
x est tm2 ssse3 sdbg fma cx16 xtpr pdcm pcid sse4_1 ssed 2 x2apic movbe popcnt tsc_deadline_timer aes xsave avx fl6c rdrand lahf_1lm abm 3dnowprefetch cpuid_fa
ult cat_12 invpcid_single cdp_12 ssbd ibrs ibpb stibp ibrs_enhanced tpr_shadow vnmi flexpriority ept vpid ept_ad fsgsbase tsc_adjust bmil avx2 smep bmi2 erms
invpcid rdt_a rdseed adx smap clflushopt clwb intel_pt sha_ni xsaveopt xsavec xgetbvl xsaves split_lock_detect avx_vnni dtherm ida arat pln pts hwp hwp_notify
hwp_act_window hwp_epp hwp_pkg req umip pku ospke waitpkg gfni vaes vpclmulgdg tme rdpid movdiri movdir64b fsrm md_clear serialize pconfig arch_lbr flush_l1d
arch_capabilities

@abhiyaan-msi ~ % sable
[ 0.000000] NX ( : active

@abhiyaan-msi ~ % D

Figure 6. dmesg | grep ’Execution Disable’ indicating protection: active
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2.3.2. Controls that are not implemented but would be appropriate

SC-13 (Cryptographic Protection)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

The SSD on the NUC is
encrypted to prevent some-
one with physical access to
the system from harvesting
keys.

Boot up the NUC and ob-
serve that it asks for a de-
cryption key.

Bot credentials and code

Someone with physical ac-
cess to the NUC cannot view
code and data unless they
have encryption keys.

SI-7 (Software, Firmware, and Information Integrity)

Implementation

Demonstration Strategy

Information Protected

Threat mitigated

The TIVA microcontroller
has Secure Boot enabled, to
prevent unauthorized code
from being uploaded. (SI-
7(15))

Observe that any code up-
load to the TIVA fails unless
it is correctly signed.

Bot credentials and code,
debug information

Someone with physical ac-
cess to the microcontrollers
cannot upload rogue code.

2.4. Assess, Authorize

The team lead reviews the controls selected and the protections implemented, and approves them.

Kernel logs, WiFi logs, and server are continuously checked by team members, to make sure that no unauthorized

access is happening.

2.5.

Monitor
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